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Copyright Statement
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Tenda is a registered trademark legally held by Shenzhen Tenda Technology Co., Ltd. Other brand
and product names mentioned herein are trademarks or registered trademarks of their respective
holders. Copyright of the whole product as integration, including its accessories and software, belongs
to Shenzhen Tenda Technology Co., Ltd. No part of this publication can be reproduced, transmitted,
transcribed, stored in a retrieval system, or translated into any language in any form or by any means

without the prior written permission of Shenzhen Tenda Technology Co., Ltd.

Disclaimer

Pictures, images and product specifications herein are for references only. To improve internal design,
operational function, and/or reliability, Tenda reserves the right to make changes to the products
without obligation to notify any person or organization of such revisions or changes. Tenda does not
assume any liability that may occur due to the use or application of the product described herein.
Every effort has been made in the preparation of this document to ensure accuracy of the contents,
but all statements, information and recommendations in this document do not constitute the warranty

of any kind, express or implied.

Shortcut of Common Functions

How to access the Internet quickly using the Router?

How to change your WiFi name and password?

How to change your login password?

How to enable/disable your WiFi according to schedule?

How to extend your wireless range?

How to control your Internet speed?

How to prevent unknown device from connecting to your network?
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1 Get to Know Your Router

Before you connect to your Router, take a moment to become familiar with the package contents,
product label, and the front and back panels. Pay particular attention to the LEDs on the front panel.
This section contains the following:

< Package Contents

LED Indicators

<>
< Buttons & Interfaces
< Product Label

1 Package Contents

Unpack the package. Your box should contain the following items:

» AC1200 Smart Dual-Band Gigabit WiFi Router * 1

» Power Adapter * 1

» Removable Stand * 1

» Ethernet Cable * 1

> Install Guide * 1

* If any item is incorrect, missing or damaged, please keep the original package and contact the

vendor for replacement immediately.
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2 LED Indicators

B @ om B om Y & T N <

LED indicator description is shown as below after the device is powered on.

Solid The power is ON.
sys &t o o
Blinking The system is working fine.
Solid The LAN port is well-connected.
%%4%2#.' Blinking Data is being transmitted via the LAN port.
Off No connection is detected on the LAN port.
Solid The Internet port is well-connected.
Internett.ry Blinking Data is being transmitted via the Internet port.
Off No Ethernet cable is detected.
Solid 2.4GHz WiFi is enabled.
2.4GH2?‘3 Blinking The Router is sending or receiving 2.4GHz WiFi data.
Off 2.4GHz WiFi is disabled.
— Solid 5GHz WiFi is enabled.
5GHz 5@

Blinking The Router is sending or receiving 5GHz WiFi data.
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Off 5GHz WiFi is disabled.
Solid WPS is enabled.
WPSS) Blinking The Router is performing WPS negotiation to a client device.
Off WPS is disabled.
Solid A USB device is well-connected and ready.
usB=< Blinking Data is being transmitted.
Off No USB device is detected, or USB device is ejected safely.

3 Buttons & Interfaces

Power DC-IN WPS WiFi Reset Internet 4/IPTV USB 2.0

Power DC-IN This interface is used to connect to the included power adapter of the router for power supply.

Press and hold it for a second and then release it to enable the WPS feature; please enable
the wireless device’s WPS feature to establish WPS connection within 2 minutes.

WPS

WiFi Press and then release it to enable/disable WiFi.

Use the end of a paper clip or a similar object to press and hold this button for about 8 seconds
until all the LEDs light up and then release it to restore factory settings.

Reset

Internet This port is used to connect to the Internet via an Ethernet cable.

|
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1/2/3 These ports are used to connect to network devices, such as computers, etc.

4IPTV This port is used for IPTV only when IPTV feature is enabled; otherwise, it serves as a LAN
port.

USB2.0 This interface can be used to connect to a USB storage drive, USB printer, etc.

4 Product Label

www. tendacn.com
Tenda ey
AC1200 Smart Dual-Band Gigabit WiFi Router
M ACO

1 2 MAC

Your Preset Wireless settings

WiFi Network Name(SSID

Serial No.

*These labels can be found on the front or rear panel of the Router.

1. Default Access: http://tendawifi.com

The default login domain name of the Router. Type the domain name in the address bar of a web
browser to log in to the Router’s Quick Setup Wizard or User Interface (Only when you access the
Router at the first time, or restore the Router to factory default, can the Router log in to the Router’s
Quick Setup Wizard).

The default login IP address is 192.168.0.1, you can also type 192.168.0.1 in the address bar of a
web browser to log in to the Router’s Quick Setup Wizard or User Interface.

2. WiFi Network Name (SSID)/WiFi Password: The default 2.4GHz wireless network name (WiFi
Name) and the WiFi password (security key). Your Router is preset with a unique WiFi Name and
WiFi password.

3. Pin NO.: The required number when you establish a WPS connection.
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Il Specify Your Internet Settings

This Chapter will instruct you to position, connect and configure your Router.
This section contains the following:

Prepare Your Router

Position Your Router

Connect Your Router

Access to the Router

Quick Setup
Join Your WiFi

R T R

1 Prepare Your Router

Mount the removable stand on the router.

ewno®
o e
pooeet?® so 8"

For best wireless signal, orient the two antennas as shown in the figure below:

p

2 |
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2 Position Your Router

The Router lets you access the Internet anywhere within the operating range of your wireless network.
However, the operating range of your wireless connection can vary significantly depending on the
physical placement of your Router.

And pay attention to the followings:

» Place it around the central area which your laptops, smart phones and other devices usually

surround, and preferably within line of sight to your wireless devices.

(e

|
(©

» Put it on an elevated spot such as a high shelf, keeping the number of walls and ceilings to a

minimum between the Router and other clients such as computers and smart phones.

B |
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» Keep it away from electrical devices that are potential sources of interference, such as ceiling fans,
home security systems or microwaves.

» Keep it away from any large metal surfaces, such as a solid metal door or aluminum nails.

» Keep it away from other materials such as glass, insulated walls, fish tanks, mirrors, brick, and

concrete that may also affect your wireless signal.

Away From

3 Connect Your Router

Connect your Router to the Internet

Select type 1 if a modem is required for your Internet access, and select type 2 if you access the

Internet without a modem.

Type 1: Telephone Line/FTTH (Fiber To The Home)/Cable Access
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(1) Unplug your modem's power. If it has a battery backup, remove the battery.

@ Connect the cable (prepared by yourself) from the Internet side to your modem.
© Connect the modem to the Internet port of the Router using an Ethernet cable.
@ Power on the Router.

(5] Plug in your modem, or put the battery back in.

Type 2: Ethernet Cable Access

ST VR TOE

|

ATV REL DOV

@ \nsert the Ethernet cable from the Internet side into the Internet port of the Router.

— '
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9 Power on the Router.

Connect a computer to the Router

Select wired or wireless connection as you like to connect your computer to the Router.

Wired Connection

(@ )

(To 1/2/3/4 port)

: L

Connect an Ethernet cable (included in the package) to the Ethernet port of your computer, and

insert the other end of the Ethernet cable into 1/2/3/4 port of the Router.

Wireless Connection
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Procedure: On your computer with wireless adapter or other wireless devices, find and select the

Router’s WiFi name, enter the wireless password, and then join it.

AC1200 Smart Dual-Band Gigabit WiFi Router

Your Preset Wireless settings

Network Name(SSID

- Tips

1. If you don’t know how to join your WiFi, please refer to 6 Join Your WiFi.

2. Either WiFi (SSID) or WiFi password is changed, devices are required to reconnect with WiFi

manually.

3. The devices can only access the Internet after you finish Internet configuration.

4 Access to the Router

Launch a web browser on your connected computer, type http://tendawifi.com or 192.168.0.1 in the

address bar, and tap Enter on the keyboard.

3 o |
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2 Tenda WiFi

€ - C [Itendawifi.com|

Tenda

Tenda Router

Quick Setup Wizard

- Tips
If the Router’s Quick Setup Wizard page doesn’t appear after the operation above when you access

the Router at the first time, please refer to the solutions in FAQ > Q2.

5 Quick Setup

1. After the steps above, you will log in to the Router’s Quick Setup Wizard if you access the Router

at the first time or restore your Router to factory default. Click Start to continue.
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Tenda

Tenda Router

Quick Setup Wizard

Complete the Internet Settings

2. This router supports three connection types, DHCP, Static IP, and PPPoE. The router will detect
your connection type automatically. According to the detection result, complete the required
configuration, and then click “Next” to go on configuring wireless settings.

DHCP
No parameter is required, choose to clone MAC address or not and then click “Next” to continue.




Specify Your Internet Settings

by

Please select your connection type

As detected, your connection type may be: DHCP

Select a connection type: | DHCP v

Static IP

Please select your connection type

As detected. your connection type may be: Static IP

Select a connection type: = Static IP v
IP Address:
Subnet Mask:
Default Gateway:
Preferred DNS Server:

Alternate DNS Server:

* |P address: Enter the IP address provided by your Internet Service Provider (ISP) into this field.

'
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* Subnet Mask: Enter the subnet mask of the IP address into this field, such as 255.255.255.0
* Default Gateway: Enter the default gateway provided by your ISP into this field.

* Preferred DNS Server: Enter the preferred DNS server provided by your ISP into this field.
* Alternate DNS Server: If your ISP provides another DNS server IP address, enter it into this
field. If not, leave this field blank.

Choose to clone MAC address or not and then click “Next” to continue.

PPPoE

Type the user name and password your Internet Service Provider provided, choose to clone MAC

address or not and then click “Next” to continue.

Please select your connection type
As detected, your connection type may be: PPPoE

Select a connection type: | PPPoE v
User name:

Password:

Complete the Wireless Settings

3. Select the transmit power of router, and customize your WiFi name, WiFi password and login

password.

B sl
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Wireless Settings

Transmit Power:Low v

No Password

Set up the login password to the same as the WiFi password

No Password

Transmit Power: Here you can select the transmit power of router. You can select High or Low
according to your needs. Select Low if it can meet your demand. High has strong capability of
penetrating wall.

WiFi name: Customize a WiFi name (1~29 characters are allowed).

WiFi password: Customize a WiFi password (8~32 characters are allowed).

Login password: Customize a login password (5~32 characters are allowed).

Then click “Next” to continue.

- Tips
(O Note that the WiFi password is used to connect to your wireless network (WiFi) while the login
password is for logging in to the Router’s User Interface. You can check the option on the left of Set
up the login password to the same as the WiFi password to set them to the same. Or uncheck it
to set them to different ones respectively.
@ The Router provides two types of frequency bands: 2.4GHz and 5GHz. 5GHz WiFi name can
only be searched by 5GHz available wireless devices.
When you click the Next button on the bottom of the page, the 5GHz WiFi name will be changed
into the same one as that of 2.4GHz WiFi name except the suffix “ 5G”, for example, the 2.4GHz

WiFi name is Tenda 000118, the 5GHz WiFi name will be Tenda 000118 5G.

I
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Wireless Connection

After the configuration of step 3 above, the new WiFi name and password have taken effect. Your
wireless devices (smart phone, etc.) will disconnect from the router, and you need to reconnect with
the WiFi.

4. When the following page appears, it indicates that you have completed the Internet settings.

You're all set! You can now connect to

Tenda_ XXXXXX
or Tenda XXXXXX_5G

For additional features or to change settings, click the "Advanced" button below.

Wired Connection
If you connect your computer to the router via an Ethernet cable, you can surf the Internet now. Or
you can also click “Advanced”, and then type the login password you configured in Quick Setup

Wizard to configure more settings.
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Tenda

lLogin password

Forgot password? -

6 Join Your WiFi

This part instructs you how to connect to your wireless network via your notebook or other wireless

devices. We take Windows 8, Windows 7, iPad/iPhone, and Android as examples here. Choose the

corresponding configuration steps according to your needs.
Windows 8

@ click the iconfilllon the bottom right corner of your desktop.

322 PM
1/4/2016
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- Tips
1. If you cannot find the iconfill please move your cursor to the top right corner of your desktop,
select Settings > Control Panel > Network and Internet > Network and Sharing Center >
Change adapter settings, right click Wi-Fi and select Connect/Disconnect.

2. If you cannot find your WiFi from the list, ensure the Airplane Mode is not enabled on your

computer.

@ Sselect your WiFi name from the list, click Connect and then follow onscreen instructions.

© connected successfully.

Networks
Wi-Fi 2
Tenda_123456

Tenda_XXXXXX

Connect automatically

| ConRect |

Tenda_XXXXXX Connected

Windows 7

@ Click the iconEon the bottom right corner of your desktop. Select your WiFi name from the

list, click Connect and then follow onscreen instructions.
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Not connected

dﬂg Connections are available

Wireless Network Connection -~
Tenda_office x|
Tenda_ XXXXXX N r
Tenda_123456 M
Tenda_office1 ,.,“!
Tenda_C8DF5D M -

Open Network and Sharing Center

4:16 PM
1/14/2016

- Tips
If you cannot find the iconBH, please move your mouse to the bottom left corner of your desktop,
select Start > Control Panel > Network and Internet > Network and Sharing Center > Change

adapter settings, right click Wireless Network Connection and select Connect/Disconnect.

@ Connected successfully.

Currently connected to: 4

S Tenda_XXXXXX
Internet access

Wireless Network Connection -~
Tenda_XXXXXX Connected ,.qﬂ
Tenda_123456 1'“'.
Tenda_office q‘“‘.
Tenda_office1 q.‘“
Tenda_C8DF5D -.'1“

Open Network and Sharing Center
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iPad/iPhone

@ click on Settings.

FaceTime

Photo Booth

v
v
V| —

Reminders

®

App Store

@

iTunes

Enter the password for "Tenda_0000X ™

Enter Password

Photos Camera

Calendar Contacts

Settings.

by

P Notes

Reminders

u Messages

[Q_\t FaceTime
1 maps

L7 satari

@ iTunes & App Stores
ﬁ Music
722 videos

Settings Wi-Fi
& Arplane Mode  ( oFF
E Bluetooth Off Choose a Network...
ChinaNet-YJ3M a7 ©
Do Not Disturb () oFfF) @
¥ Tenda_XXXXXX 8T ©
Notifications
dianshang BT ©
=3
& wonera JOSHUA aT ©
m Sounds Tenda_20D640 = ©
. Brightn Wall
B rightness & Wallpaper D PP
lﬂl Picture Frame Tenda_897 e g
»ﬁ R zhongziyi 8T ©
(& icloud Other... >
Mail, Contacts, Calendars
= Ask to Join Networks [ on @)

Known networks will be joined automatically. If no
known networks are available, you will be asked
before joining a new network
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Android

@ click on Settings. @ Click WLAN to enter your WLAN settings.

:\N NG E l37% = 10:36

53} Ca Q =
Connections My device  Accounts More

Network connections

& WLAN o)

$ Bluetooth

il

Data usage

" More networks

Connect and share

© Enable your WLAN, and select your SSID. O Enter your wireless password, and click Connect.

@ NG @ 3% g 10:37 NG Q@ il35% = 10:38

< {83 wiaN

Tenda_ XXXXxXX

Password
WLAN networks
Tenda_XXXXXX Show password
S ed

Show advanced options
JY_FH307_liuli

it \ cancel || [Connect | |

Tenda_12AB90
Ope ilable) _ﬁ_

Tl WS LS Gl 7 S (O

q? W! e/ r t@ y? u, i& 0" p~

LV ELVLL L

bx_luozhihui

ured
Tenda_00A198 . :
o 5 = : ¥ w
Open T 2@ i B il i <

WLAN Direct Sym 123 |, [ - . /En Done




When your WiFi is connected successfully, it will display Connected.

NG @ 7l B 10:39

< S} wiaN

WLAN networks

_luozhihui

ed
JY_CCC123830

Open

JY_FH307_liuli

Secured

JY_ZHOUWEIXIN

ured

O\ A A ...

Scan WLAN Direct

m
i
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11l Specify Advanced Settings

This Chapter describes the advanced features of your Router, such as Guest Network, Sleeping Mode,
USB Application, etc.

Click the following icons (shortcut) to go to the corresponding features.

¢ Internet Status @& Internet Settings = Wireless Settings

Internet Status Internet Settings Wireless Settings
Guest Network Sleeping Mode USB Application

VPN Advanced Settings System Settings

1 Internet Status

In Internet Status page, you can check the Internet connection status, WiFi Info, and the connected
devices’ info. Meanwhile, this part offers four shortcuts for you to change the Internet type, wireless
settings, manage the connected devices, and check the system status.

Tenda @ Internet Status English + | Exit

& Internet Status

Wireless Settings

@ Internet Settings [T 1 Attached Devices | Blacklist 0
2.4AGHz: Tenda_XXXXXX
- Internet EGHz: Tenda_XXXXXX_5G
@ Guest Network
§ Sleeping Mode %%
B USB Application

& VPN

Internet Settings o
USB Application

— 8

Connected! You can surf the No USE drive

0

What’s more, if you insert a USB device into the USB port of the router, this part also provides a

shortcut for you to configure the File Share settings.

BE—— 23 ]
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4 Internet Status English ~ | Exit

Wireless Settings

[ 1 Attached Devices | Blacklist 0

2. 4GHz: Disabled

Internet 5GHz: Disabled

p L
1

Internet Settings

—0

Lonnecied

USB Application

=

You can surf the

Change the Internet Type

If you don’t set up your Internet connection by following Quick Setup Wizard, or want to change
your Internet settings, you can refer to the following instructions.
Click the Internet Settings’ gray roundness in the page, and then the Internet Settings page will pop

up. If you don’t know how to set up, please refer to Complete the Internet Settings for details.
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2 Internet Status English ~ | Exit

Wireless Settings

L[ Ih 1 Attached Devices | Blacklist 0

2 AGHz: Tenda_xXXXXX

Internet 5GHz: Tenda XXXXXX_5G

Internet Settings o
USE Application

> =

Disconnected

Internet Settings

Select a connection type:

DNS Settings: | Get Automatically

Change the Wireless Settings

Click the Wireless Settings’ green roundness on the upper right, and then the Wireless Settings page

will pop up.
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a2 Internet Status

Internet

)

0

[Tt 1 Attached Devices | Blacklist 0

Internet Settings

English = | Exit

Wireless Settings

2. 4GHz: Tenda XXXXXX
5GHz: Tenda XXXXXX_5G

=)

Connected! You can surf the

Internet.

i

USB Application

=

3

Wireless Settings

2.4GHz [ ]

WiFi Name: Tenda_XX000
Security Mode: WPAWPA2-PSK
Password: | eeessnnes

5GHz [ ]

WIFT Name: Tenda_ XXXXXX_5G
Security Mode: WPAWPA2-PSK
Password: srsssssas

[ Hide

[ Hide
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N WiFi Name & Password
The Router provides two types of frequency bands: 2.4GHz and 5GHz. You can assign a unique name

containing up to 32 characters for WiFi name, and customize a password containing up to 63
characters for WiFi password. Note them down if you change the default one for further use.

N Hide

If the Hide option is checked, the wireless clients cannot search the WiFi name of the Router. You
need to know the WiFi name in advance and enter the WiFi name on each wireless client manually.
A Security Mode

The router offers three security modes: WPA-PSK, WPA2-PSK, and WPA/WPA2-PSK. You can
select one according to your needs. Or you can select None to share your WiFi with others without

requiring a password.
Manage the Attached Device

Click Attached Devices, the attached devices’ info will pop up.

2 Internet Status

Wireless Settings

[1r | Blacklist 0
2.4GHz: Tenda XXXXXX

Internet 5GHz: Tenda XXXXXX_5G

Internet Settings ~ o
USB Application
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Attached Devices (2) *

Device Name IP Address MAC Address Access Type Add to the blacklist

Elaine-D () 1921680104  CB:9C:DC:60:54:69 Wired

android-75c448f5a7d... [ 192.168.0.186 38:BCIAARDIAF 2,405

In this page, you can see the connected devices’ name, IP address, MAC address, and access type. It
allows you to edit the devices’ name, and add the unknown devices to blacklist.

Edit the devices’ name

Click the icon , input a device name in the box, and click Save.

Attached Devices (2) b4
Device Name IP Address MAC Address Access Type Add to the blacklist
Elaine-D [ 1921680104  CB:9C.DC.60:54:69 Wired
ES 192168018% 38:BC1A:AF-D1-1F 2.4G

L

Attached Devices (2) b4
Device Name IP Address MAC Address Access Type Add to the blacklist
Elaine-D () 192168.0.104  CB:9C:DC:60:54:69 Wired
my cellphone @ 192.168.0.186 38:BC:1A-AF-D1:1F 2.4G

Add to the blacklist
If you find unknown devices in your network from the Attached Devices list, you can add it to
blacklist.

Click the corresponding Add button on the right, and it will be moved to blacklist.
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Attached Devices (2) b4
Device Name IP Address MAC Address Access Type Add to the blacklist
Elaine-D (7 192.168.0.104 C8:9C-DC-60:54:69 Wired [ Add |
unknown device D 192.168.0.186 38:BC1AAFDLIF 2.4G Add
Blacklist

The devices in blacklist cannot access the Internet via the Router.

Wireless Settings

[ I 1 Attached Devices | Blacklist 1
2.4GHz: Tenda XXXXXX
Internet 5GHz: Tenda XXXXXX_5G

3y

Blacklist(1) x

Internet Settings

USB Applic ation

=

Connected! You can surf the
Internet.

Remove from the
blacklist

unknown device 33-BC-1A-AF-D1-1F

Device Name MAC Address

Click Remove button to remove the corresponding device back to Attached Devices list.

S o |
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Check system status
Click the figure of router, and then the System Status page will pop up. You can check the Router’s
current network status: basic info, WAN status, LAN Status, and WiFi Status.

2 Internet Status English ~ | Exit

Wireless Settings

LI 1 Attached Devices | Blacklist 0

2.4GHz: Tenda XXXXXX

Intermnet 5GHz: Tenda_XXXXXX_5G

-

Internet Settings | -
USB Application

| =

System Status

Basic Info

System Time: 2011-05-01 01:08:16
Running Time: 1h 8min 24s
Firmware Version: V15.03.2.9_multi

Hardware Version: V1.0

WAN Status

Connection Type: DHCP
Connection Status: Connected
Connected Time: 1h 8min 3s
IP Address: 192.168.96.60

Subnet Mask: 255.255.255.0

Gateway: 192.168.96.1
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USB Settings

If you insert a USB device into the router’s USB port, the gray USB Application roundness will turn
to green. Click the green roundness on the right corner, and then the File Share page will pop up.

For the detailed configuration, please refer to File Share.

Wireless Settings

[ 1 Attached Devices | Blacklist 1

2.4GHz: Tenda XXXXXX

Internet 5GHz: Tenda XXXXXX_5G

o

Internet Settings o
USB Application

=

Connected! You can surf the
Internet.

File Share b

Safely Eject

FTP Server: fip.//[192.168.0.1:21

Samba Server for Windows: 192 168.0.1

Samba Server for MAC: smb://192.168.0.1

Allow Internet visits:

Role User name Password Permission Action

Administrator admin | sesss Read/Write Add
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2 Internet Settings

If you don’t set up your Internet connection by following Quick Setup Wizard, or want to change

your Internet settings, you can refer to this page. Please refer to Complete the Internet Settings for

details.

Tenda @ Internet Settings Ersn o [ BA

& Internet Status

Select a connection type: | DHCP A
& Internet Settings
DNS Settings: | Get Automatically v
Connection Status: Connected! You can surf the Intemnet.

Connected Time: 9min 7s

B usB Application

e “
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3 Wireless Settings

This section offers some features such as: WiFi Schedule, Wireless Repeating, and Transmit Power,
which helps you enjoy your WiFi.

Click the following icons (shortcut) to go to the corresponding features.

NiFi " Wireless Repeatin
WiFi Name & Password WIET Schedule P g

WiFi Name& Password WIiFi Schedule Wireless Repeating
Channel & Bandwidth Transmit Power WES
Channel & Bandwidth Transmit Power WPS

Beamforming

Beamforming
WiFi Name & Password

If you don’t customize your WiFi name and password in Internet Status page, you can set it up in
this part.

Click Wireless Settings > WiFi Name & Password.

I



gy Specify Advanced Settings

WiFi Name & Password X
2.4GHz —
WiFi Name: Tenda_XO000KK L] Hide
Security Mode: WPRPAWPAZ-PSK v
Password: | seesseses
5GHz —
WiFi Name: Tenda_XXXXXX_5G L] Hide
Security Mode: WPRPAWPAZ-PSK v

Password: | ssesesseas

N WiFi Name & WiFi Password

The Router provides two types of frequency bands: 2.4GHz and 5GHz. You can assign a unique name

containing up to 32 characters for WiFi name, and customize a password containing up to 63
characters for WiFi password. Note them down if you change the default one for further use.

N Hide

If the Hide option is checked, the wireless clients cannot search the WiFi name of the Router. You
need to know the WiFi name in advance and enter the WiFi name on each wireless client manually.
N Security Mode

The router offers three security modes: WPA-PSK, WPA2-PSK, and WPA/WPA2-PSK. You can
select one according to your needs. Or you can select None to share your WiFi with others without

requiring a password.

WiFi Schedule

This feature allows you to specify WiFi ON/OFF time. For example, assume that you want to turn off

your WiFi during 23:00~06:00, from Monday to Friday, you can configure it as follows:
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WiFi Schedule p'e

wiFi Schedule: [
Turn off WiFiduring: | 23 [ 00 v/~ 06 v 00
Repeat: Every Day ® Specified Days

# an. # Tue. « Wed. « Thur.

| Fri. Sat. sun.

Save

@ Click WiFi Schedule button to enable this feature.
@ Select 23:00 and 06:00 in the Turn off WiFi during field.
© Select Specified Day, and check the options of the corresponding days, Mon. to Fri.

@ Click Save.

Wireless Repeating

The Router can act as a wireless repeater to extend wireless signal. The wireless repeater can have
wired and wireless clients, and access the Internet when it connects to the wireless base station. There
are two types of Wireless Repeating: WISP and Universal repeater. When the Router works under
WISP mode, it assigns IP addresses to its clients by itself. And the clients obtain IP addresses from
the base station the Router bridges when the Router works under Universal repeater mode. You can
select WISP OR Universal repeater to extend your wireless network.

You need two routers: one as a base station, and the other as a bridge.

3 s |
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Internet

Modem

Example

You can install the first Router (Router A) in a room on the first floor which has your Internet
connection, then set up the second Router (Router B) in bridge modes. And place the Router B in a
different room which is your home entertainment center on the second floor. Connect your computer,

game console, etc. to the second Router (Router B).




To set up a WISP bridge

Router A

Internet

- 1
\\ WAN LANIP: 192.168.0.1

Router B

| LANIP:192.168.1.1

Configure Router B:

Generally, you don’t need to configure the Router A.

gy Specify Advanced Settings

(i

\'&
PC1
IP:192.168.0.101

PC2
IP:192.168.0.100

(i

b

PC3
IP:192.168.1.102

PC4
ﬂ 1P:192.168.1.103

@ Make a note of the WiFi name and password of the Router A to which this Router (Router B) will

connected.

WiFi Name (SSID)
WiFi Password

@ Log in to the Router’s User Interface, and click Wireless Settings > Wireless Repeating. Click

the Wireless Repeating button to enable the feature.
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Wireless Repeating

Wireless Repeating:

© Click Please select.

@ Find and click the WiFi name (wireless network name) of the base station (Router A).

Wireless Repeating »

wireless Repeating: i}
Mode: ® WISP Universal Repeater

Base Station WiFi Name: | _Please select-- e Scan again

-

|

--Please select--

--Enter the WIiFi name manuall. ..
o

PSST-ceshi-wangwenxiu-D301 =

PSST-ceshi-liuli =

- Tips
Router B MUST contain the Router A’s channel, or the Router A’s WiFi name (wireless network name)
won’t be displayed in the Base Station WiFi Name list. For example, if the Router A’s channel is 13,
but Router B’s channel range is 1~11, you won’t find the Router A’s WiFi name in the Base Station
WiFi Name list. So you’d better select the correct country (the country where you use the router),
because the Channel range varies in different countries. Or you can set the Router A’s channel to the

one within Router B’s channel range.

(5 Type the security key (WiFi password) of the base station (Router A).

SE—— s ]
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® Click Save.

Wireless Repeating b4

wireless Repeating: [

Mode: ® WISP O Universal Repeater
Base Station WiFi Name: | Tenda 666666 _ZL v Scan again
Base Station WiFi Password: | GE666666| |e

@ Click OK on the prompt windows.

The page at tendawifi.com says:

To activate your settings, you need to reboot the
router. Reboot now?

a QK | Cancel

Check whether the bridge is successful
After this Router (Router B) auto-reboots, log in to this Router’s (Router B’s) User Interface, and
click Internet Status. Check the connection status. If it displays Connected! You can surf the

Internet, it indicates that the bridge is successful.
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Tenda & Internet Status English ~ | Exit

L3
=& Internet Status Wireless Settings

[t 2 Attached Devices | Blacklist 0

2.4GHz: Tenda XXXXXX

= Wireless Settings Internet 5GHz: Tenda XXXXXX_5G

@ Guest Network
§ Power Saving @
B UsB Application \

§ VPN

P

Internet Settings

USB Application

2, Advanced Settings

{5 System Settings

Connected! You can surf the
Internet.

If the bridge failed, try solving the problem as follows:

Verify that the Router A’s DHCP server is enabled. If not,

* Enable the Router A’s DHCP sever.

* Log in to Router B’s User Interface, click Internet Settings, select Static IP, type the required

info in the corresponding field, and click OK.

A Note

1. The WiFi Schedule, WPS, Guest Network, Sleeping Mode, and IPTV feature are not available
when the Router B is in WISP mode.

2. The configuration of the Router b’s wireless channel won’t take effect after bridge.

3. If Router B’s LAN IP address is the same as that of Router A, it will be changed into another one
automatically which is not in the same network segment as that of Router A after bridge. For example,
if the Router A and Router B’s LAN IP address are all 192.168.0.1, the Router B’s LAN IP address
will be changed into 192.168.1.1 after bridge. You can use 192.168.1.1 or the domain name

tendawifi.com to log in to the Router B’s User Interface.




To set up a Universal Repeater bridge

Router A

Internet

( 1
e/ WAN | LANIP:192.168.0.1

Router B

tendawifi.com

I

Configure Router B:

Generally, you don’t need to configure the Router A.

(

>

(t
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PE1
IP:192.168.0.101

PC2
IP:192.168.0.100

b

PC3
IP:192.168.0.102

; PC4
i‘ﬂ IP:192.168.0.103

AnNote

The DHCP of Router A MUST be enabled.

@ Make a note of the WiFi name and password of the Router A to which this Router (Router B) will

connected.

c WiFi Name (SSID)

WiFi Password

@ Log in to the Router’s User Interface, and click Wireless Settings > Wireless Repeating. Click

the Wireless Repeating button to enable the feature.
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Wireless Repeating

Wireless Repeating: e

Save

© Select Universal Repeater.

@ Click Please select.

© Find and click the WiFi name (wireless network name) of the base station (Router A).

Wireless Repeating X

wireless Repeating: [JJj

Mode: O WISP @ Universal Repeatere

Base Station WiFi Name: | __please select-- - Scan again
--Please select-- ﬁ

--Enter the WiFi name manuall. ..

.

PSST-Ceshi Taojiaqi FH456 =

PSST-ceshi-wangwenxiu-D301 =

- Tips
Router B MUST contain the Router A’s channel, or the Router A’s WiFi name (wireless network name)
won’t be displayed in the Base Station WiFi Name list. For example, if the Router A’s channel is 13,
but Router B’s channel range is 1~11, you won’t find the Router A’s WiFi name in the Base Station
WIiFi Name list. So you’d better select the correct country (the country where you use the router),

because the Channel range varies in different countries. Or you can set the Router A’s channel to the

one within Router B’s channel range.

® Type the security key (WiFi password) of the base station.

@ Click Save.

EE—— 2 ]
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Wireless Repeating %

wireless Repeating: [}

Mode: (O WISP @ Universal Repeater

Base Station WiFi Name: Tenda_ 666666 7L 4 Scan again

Base Station WiFi Password: | 66666666 e

s

e Save

© Click OK on the prompt windows.

The page at tendawifi.com says:

To activate your settings, you need to reboot the

router. Reboot now?
e QK Cancel

Check whether the bridge is successful
After this Router (Router B) auto-reboots, log in to this Router’s (Router B’s) User Interface, and
click Internet Status. Check the connection status. If it displays Bridged successfully in Universal

Repeater mode, it indicates that the bridge is successful.
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Tenda @ Internet Status English ~ | Exit

L3
=& Internet Status Wireless Settings

@& Intern

2.4GHz: Tenda XX XXXX

Internet 5GHz: Tenda_XXXXXX_5G

-

—

Internet Settings o
USB Application

Bridged successfully in
Universal Repeater mode.

ANote

1. You can only use the Router B’s domain name tendawifi.com to log in to the Router B’s User
Interface after bridge.

2. The Internet Setting, WiFi Schedule, WPS, Guest Network, Sleeping Mode, Parental Control,
Bandwidth Control, DDNS, Virtual Server, DMZ, Remote Management, IPTV, Security, UPnP,
LAN IP Settings, DHCP Reservation, and WAN Settings are not available when the Router B is in
Universal Repeater mode.

3. The configuration of Router B’s channel won’t take effect after bridge.

4. You cannot manage the attached device when the Router is in Universal Repeater mode.
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Channel & Bandwidth

Channel & Bandwidth »
2.4GHz
Network Mode: | 11bfg/n mixed v
Channel: | Auto v
Bandwidth: | 20/40 v
SGHz
Network Mode: | 11a/nfac mixed v
Channel: | Auto v
Bandwidth: | 20/40 v

Save

In this part, you can change the basic settings of your wireless network. There are two different

frequency bands: 2.4GHz and 5GHz.

N Network Mode: This Router supports 3 network modes for 2.4GHz frequency band, and 2
modes for 5GHz frequency band. To change the mode, select it from the Network Mode list.
The default one is optimum.

A Channel: To change the wireless channel, select a number from the Channel list. Do not change
the channel unless you experience interference (shown by lost wireless connection or slow data
transfers). If this happens, experiment with different channels to see which the best is. The
recommended channel spacing between adjacent access points is four channels (for example, use

channel 1 and 5, or 6 and 10).

N Bandwidth: Select any of these channel bandwidths to accommodate higher transmission
speeds:

* 40 (default): Select this bandwidth to maximize the wireless throughput.

* 20: Select this bandwidth if you encounter some issues with your wireless connection.

When the 2.4GHz network mode is set to 11bg mixed, the 2.4GHz bandwidth can only be 20.

* 20/40: Select this bandwidth to switch among 20 and 40 according to the situation of the current

wireless network.

* 80: Select this bandwidth to maximize the wireless throughput.

* 20/40/80: Select this bandwidth to switch among 20, 40 and 80 according to the situation of the

SE—— s ]




ny Specify Advanced Settings

current wireless network.

Transmit Power

There are three levels of signal strength for 2.4GHz and 5GHz frequency bands: low, medium, and
high (default). Select Low if it can satisfy you. Medium offers the widest coverage range while High

has strong capability of penetrating wall. Select one from them according to your needs.

Transmit Power

2.4GHz WIiFi Signal:

5GHz WiFi Signal: | Medium

High

WPS

WPS (Wi-Fi Protected Setup) allows you to join the WiFi network without typing the WiFi password.
You can establish a WPS connection to your wireless Router via WPS button, or PIN code.
To establish a WPS connection:

Log in to the Router’s User Interface, and click Wireless Settings > WPS.

wes: [Il]

Method One:

Press the WPS button on the router, or thisbuﬂon. Within 3 seconds, press
the wireless client's WPS button.

Method Two:
Use the PIN code if your wireless client asks for that. PIN code: 54881082

Use a WPS button

If your wireless client has a WPS push button, you can use it to connect to the Router.
© Click the WPS button on the Webpage or press and hold the WPS button for about a second on

the Router and then release it.

BE—— s
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WPS X

",..“ S .

Method One:
Press the WPS button on the router, or thlsmbutton Within 3 seconds, press
the wireless client's WPS button

@ Within 2 minutes, enable WPS feature on your wireless clients.

Take SAMSUNG cellphone as an example:

Enter the WLAN setting page, and tap the icon on the bottom left corner on the cellphone.

Then select WPS push button on the pop-up subpage. The cellphone’s WPS feature is enabled.

< L2} wLaN

WLAN networks

dingwei
Secured WPS setup

Tenda_C8FFFF Press the WLAN protected setup
Open button on your router. It may be

labeled WPS or show this
Jy_zhouweixin symbol.

ured

o
Tenda_C8FFFF_5G

Open

Cancel

E £ Advanced

1 5@ WPS push button
" [ WPS PIN entry
© Help

Then the Router will negotiate with the cellphone, and establish WPS connection.

Use a PIN code

If your wireless client requires a PIN code, enter the PIN code on the page into the required box.
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WPS X

WPS: .

Method One:
Press the WPS button on the router, or thismbutton. Within 3 seconds, press
the wireless client's WPS button.

Method Two:
Use the PIN code if your wireless client asks for that. PIN code:65812693

- Tips
The WiFi password will be changed into a random password with 63 characters if you use the PIN

code to establish a WPS connection.

Beamforming

Enabling beamforming feature can make your WiFi signal be more stable and stronger.

Beamforming

Explicit beamforming: [

When the feature is enabled, the WiFi signal will be more
stable and stronger.
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4 Guest Network

A guest network allows visitors at your home to use a separate SSIDs or networks without providing
access to your private network. You can create a guest network for each wireless network: 2.4GHz

and 5GHz.

To create a guest network:

Log in to the Router’s User Interface, and click Guest Network.

Tenda @ Guest Network

English = | Exit

& Internet Status

Guest Network:
@ Internet Settings

2.4GHz WiFi Name: | Tenda_Guest
%= Wireless Settings —

@ Guest Network 5GHz WiFi Name: | Tenda_Guest 5G

§ Sleeping Mode Guest Network Password:

B USB Application

& VPN “

1. Click Guest Network button to enable the feature.

2. Customize a WiFi Name for 2.4GHz network and 5GHz network respectively and a password for
both of them.
3. Click Save.
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5 Sleeping Mode

Sleeping Mode allows you to schedule your Router’s working time.

@ Sleeping Mode English ~ | Exit

sleeping Mode: [JJj
Sleeping Mode Time: | 00 | 00 +~ O7 ~[ 00 -~
[ The Sleeping Mode start time will delay when data is still transmitted.

- “

B USB Application

To schedule the Router’s working time:

Log in to the Router’s User Interface, and click Sleeping Mode.

@ Sleeping Mode

English = | Exit

Sleeping Mode:

If sleeping mode is enabled, the router will work in a power saving state. LEDs, WiFi and
USE flash drive will be in a sleeping state.

Here's two ways to enable WiFi if you need to use it in sleeping mode:

1. Enable WiFi from the Tenda App by using Wake Up feature

2. Press the WiFi button to turn on WiFi

Note: Go to Advanced Settings > Tenda App to scan the QR code for downleading.

=]
4

Sleeping Mode

USB Application

@ Sleeping Mode English ~ | Exit

sieeping Mode: [JJjj
Sleeping Mode Time: | 00 v: 00 v~ 07 v: 00 v
(@ The Sleeping Mode start time will delay when data is still transmitted.

- “

B usB Application

1. Click Sleeping Mode button to enable the feature.

2. Select the Sleeping Mode Time during which the Router will be in power saving mode.

SE—— 5o |}
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3. Check or uncheck the option according to your needs. When the option is checked, the Router
will keep working unless there is no data transmitting.

4. Click Save.

- Tips
If sleeping mode is enabled, the router will work in a power saving state. LEDs, WiFi and USB
flash drive will be in a sleeping state.
Here's two ways to enable WiFi if you need to use it in sleeping mode:
1. Enable WiFi from the Tenda App by using Wake Up feature
2. Press the WiFi button to turn on WiFi

Note: Go to Advanced Settings > Tenda App to scan the QR code for downloading.

1B |
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6 USB Application

The USB application provides File Share and Printer Service submenus. Click the following icons

to skip to the corresponding features.

Frinter Service
File Share

File Share Printer Service

File Share

The Router allows you to share files on a connected USB device from the local clients, or devices

from the Internet.

Internet

FTP Server:
ftp://LAN IP address:port number
Or ftp://tendawifi.com

Samba Server:

windows System: \\LAN IP address
Or \\tendawifi.com

MAC System: smb:// LAN IP address

ftp://IWAN IP address:port number Or smb:\\tendawifi.com

> To connect a USB drive

M il iy oM, B

Power DC-IN WPS WiFi Reset Internet 1 2 3 41PTV USB2.0



file://tendawifi.com访问Samba
file://tendawifi.com访问Samba
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Insert your USB storage drive into the USB2.0 port on the back panel of the Router.

ANote

1. DO NOT remove the USB drive when it is working to avoid data loss or other damages.

2. DO NOT concurrently connect two or more external hard drives to the router’s USB2.0 port with
the help of a USB hub to avoid possible damages to the router.

3. It is not advisable to charge your mobile phone via the router’s USB2.0 port.

> To access the USB drive

Log in to the Router’s User Interface, and click USB Application > File Share.

File Share

sda: Safely Eject

FTP Server: ftp://192 168.0
Samba Server for Windows: \1192.168.0.1

Samba Server for MAC: smb://192.168.0.1

Allow Internet visits: [Jfij

WAN devices visit: fip://14.153.220.141 21

Role User name Password Permission Action

Administrator admin Read/Write m

Page Info

* sda: When a USB storage drive is attached, the Router will detect it automatically and this
place will display the free space of it. Click Safely Eject button on the right if you want to
remove the USB device.

* FTP Server: The LAN users can access the FTP server using this address to access the USB
device.

e Samba Server for Windows: The LAN computers (with Windows Operation System) can

— I
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access the Samba server using this address to access the USB device.

e Samba Server for MAC: The LAN computers (with MAC Operation System) can access the
Samba server using this address to access the USB device.

e Allow Internet visits: If you want to allow the devices from the Internet to visit your USB
storage drive, you need to enable this button.

*  WAN devices visit: The address displayed here will be changed with the WAN address.
The WAN users can access the FTP server using this address to access the USB device.

Add a guest account

Guest account is for the other users (except your computer) to access the USB device. You can only

allow them to view the files in the USB device, but forbid them to edit, delete or move the files.

1. Click Add button.

File Share

FTP Server: fip192 168.0.1:21

Samba Server for Windows: 1192 168.0.1

Samba Server for MAC: smb:/f192.168.0.1

Allow Internet visits:

Role User name Password Permission

Administrator admin Read/\Write

2. Customize a user name and password for the guest users, and select the Permission.
Read: The guest users can only view the files in the USB device.
Read/Write: The guest users not only can view the files in the USB device, but also can delete, move

or edit them.




Role User name
Administrator admin
Guest guest

Password
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Pemission Action

Read\Write

J

3. Click Save to activate your settings.

Role User name
Administrator admin
Guest quest

Password

Permission Action

ReadWrite

To access the USB storage drive (FTP server) from your LAN computer:

1. Type the address ftp://XxX.XXX.XxX.XxX:xX (ftp://192.168.0.1 here) in the address bar of a web

browser. Tap Enter on the keyboard.

- = € [} ftp://192.168.0.1:21]

2. Type the User name and the Password to access the USB device and click Log In.

If you enter the user name and password of Administrator, you can view and edit the files in the

USB device. If you enter the user name and password of Guest, you will be limited by the rules in

Permission.
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ftp://192.168.0.1

O
€& - C [3ftp://192.168.0.1 2l =

i Apps i s :
°P I Authentication Required

The server ftp://192.168.0.1:21 requires a username
and password.

User Name: ||

Password:

‘ Log In Cancel \

Then you can share the files on the USB storage drive.

[ Index of /
€ - C [ftp://192.168.0.1 QY=
% Apps -
Index of /
Name Size Date Modified

ul sda/ 01/01/1970 00:00:00

To access the USB storage drive (FTP server) from WAN computer:

Configure your Router:
To allow the devices from the Internet to visit your USB storage drive, you need to verify that the
Allow visit from the Internet button is enabled.

1. Log in to the Router’s User Interface, and click USB Application > File Share.
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File Share b4

sdal: Safely Eject

FTP Server: fip:/1192.168.0.1:21
Samba Server for Windows: 1192.168.0.1

Samba Server for MAC: smb:192.168.0.1

Allow Internet visits: [JJij

WAN devices visit: fip://14.153.220.141; 21

Role User name Password Permission Action

Administrator admin | seens ReadiVfite m

2. Click Allow visit from the Internet button.

3. Click Save.

Visit the USB storage drive (FTP server) from the Internet:

1. Type the address ftp://XXX. XXX XXX XXX XX (XXX.XXX.XXX.XXX MUST be public IP address,
ftp://14.153.220.141:21 here) in the address bar of a web browser on a computer from the Internet.
Tap Enter on the keyboard.

2. Type the default User name (Guest account) and the Password you just specified and click Log

In.
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[ ftp://14.153.220 141 x
= = C |[ftp://14.153.220.141 Je| =

it Apps g o :
= I Authentication Required

The server ftp://14.153.220.141:21requires a username
and password.

User Name: “

Password:

Log In Cancel

Then you can share the files on the USB storage drive.

[ Index of /
~ = |:‘_‘|ftp://14.153.220.141

it Apps

Index of /

Name Size Date Modified
wh sda/ 01/01/1970 00:00:00

To access the USB storage drive (Samba server) from your LAN computer:

1. Open a folder, type \\xxx.xxx.xxx.xxx in the address bar (\\192.168.0.1 here), and click
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» % EI T
(2]

Organize - Mew library

[
T}
L}

7.0 Favorites — Libraries
B Deskiop Open a library to see your files and arrange them by folder, date, and other properties.
4. Downloads i =
| Recent Places I &| Documents i! Music
S Library s Library
4 Libraries
.ﬁ@ o m Pictures i Videos
ocuments ; -
Be Library Library
JF Music > =
[ Pictures
B videos

— =3 4 jtems

2. Type user name and the password to access the USB device and click OK.

If you enter the user name and password of Administrator, you can view and edit the files in the
USB device. If you enter the user name and password of Guest, you will be limited by the rules in

Permission.

o ke
Windows Security u

Enter Network Password
Enter your password to connect to: 192.168.0.1

—y ’Username ]

|
‘ ’ Password ]

Domain: WINTXG4EN
[C] Remember my credentials

@ Logen failure: unknown user name or bad password,

| ok || cancel

L

Then you can view the files on the USB storage drive.




ny Specify Advanced Settings

(= x

| S
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Organize « Metwork and Sharing Center View remote printers

J’ Music a
[&=] Pictures
B Videos S

’ chare
! Share

Ll Computer
&, Local Disk (C3)
% Shared Folders (\

?ﬂ Metwork

g ! | 1 item
|

Printer Service

Printer Service allows you to connect a USB printer to the Router’s USB port, and the attached

computers installed with USB printer driver software can use the printer to print and scan files.

\)
[

Internet

(t — Attached devices installed with
USB printer driver software can
use the USB printer.

USB Printer

Before you use a USB printer, you need to download a USB Printer Controller for USB printer from

http://down.tendacn.com/uploadfile/2015/AC9/AC9_printer_driver.rar
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AnNote

1. Verify that the printer is working normally when it is connected to your computer. If not, please
refer to the User Guide of the printer.

2. Note that most printers need to install driver software.

To install the USB Printer Controller:

© Double-click the setup icon |gsﬂ if you download and unzip the USB Printer Controller

successfully.

@ Select English and click OK.

Choose Setup Language ' 7 -

@ Select the language for this installation from the choices below.
]

| English (United States) -

| [ 0K J[ Cancel ]

© Then the USB Printer Controller will start installing.

InstallShield Wizard

Preparing to Install...

Tenda USE Printer Controller Setup is preparing the
InstallShield Wizard, which will guide you through the
program setup process. Please wait.

Checking Operating System Yersion

@ Keep click next until the following page appears, then click Install.

— 'IGH
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Ready to Install the Program

The wizard is ready to begin installation.

Click Install to begin the installation.

If you want to review or change any of your installation settings, dick Back. Click Cancel to
exit the wizard.

InstallShield
| [ <gack | tostal ][ cancel

© Click Finish when the following page appears.

=

|
1

InstallShield Wizard Completed

The InstallShield Wizard has successfully installed Tenda USB
Printer Controller . Click Finish to exit the wizard.

Launch Tenda USB Printer Controller
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To enable Printer Service feature:

Log in to the Router’s User Interface, and click USB Application > Printer Service.

Printer Service »

Printer Service: ]

Connect to a USB printer:
1 Connect the USB printer to the USB port of the router.

2 Download and Install the driver software of the USB printer on each computer where you
want to use the printer.
Ifyou have no driver software of the USB printer, please contact the manufacturer of the printer to
provide the latest driver software.

3 Download the USB Controller utility pregram from Tenda website (www.tendacn.com) and
install it on each computer where you want to use the printer. Use the USE Centroller
utility program to establish a connection between the computer and the USB printer
according to the instruction of the utility program.

Save

© Click Printer Service button.

@ Click Save.

To print files:

© Connect the USB printer to the Router’s USB port.

® Double-click the shortcut icon of the USB Printer Controller.

© The USB Printer Controller will detect the printer automatically if the Printer Service feature is

enabled.
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= Tenda USB Printe
System Tools Help
B @ = = #% 2

Configure Auto-Connect Connast DS e Request to Network
e ten s Connhect Scanner

Server Printer
------ “” AC9-192168.0.1
@ Printer - Hewlett-Packard - HP LaserJet 1020

|

o=

@ Click the Printer, and then Auto-Connect Printer > Set Auto-Connect Printer.
Help

B & = = ® 2
Configure Auto-Connect Request to Network
Server o Cor Scanner

Connect Disconnect

+ Set Auto-Connect Printer

== Delete Auto-Connect Printer

© Select your printer and click Apply.
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; "

= Tenda USB Printer Controller = 2] =

System Tools Help

€ Y
= Add to Auto-Connect Printer List | = | B8] % |
& - - » - —
Configure < Installed Printer List >
Server
Printer Name
-4 ACY-19

P e : o HP LaserJet 1020 (S
e | Pnnt% O & Fax

[ Apply ] [ Cancel ]

.

When the page below appear, it indicates that the USB printer is connected to the Router

successfully.

= Tenda USB Printer Controll
System Tools Help

B @ |- =x % 2
C E"_'“g';”':“ Auto-Connect Carraat Discarnast R ?qumr to Network
Server Printer Connect Scanner

g ACI-192.168.0.1
w2 Printer - Hewlett-Packard - HP LaserJet 1020 [ Manually Connected by WINZXG4EN | M ERE R R

Then you can print the files!
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- Tips

1. The USB Printer Controller is compatible with most printers on the market, but if your printer
cannot be detected by the USB Printer Controller, you can contact our technical support for help.

2. When you select Auto-Connect Printer, the USB printer can be used by several computers

simultaneously; but when Connect is selected, the USB printer can only be used by a computer at

one time.
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7 VPN

Virtual private network (VPN) provides a secure communication to a remote computer or remote
network using a public network such as the Internet. This Router can perform as a PPTP Server or
PPTP/L2TP Client here.

Click the following icons to go to the corresponding features.

PPTP Server PPTPR/L2TP Client

PPTP Server PPTP/L2TP Client

PPTP Server

When the Router acts as a PPTP Server, it provides a secure virtual tunnel between your home
network and a remote computer.

Example

You have a FTP server (LAN IP: 192.168.0.154) in your home network. If you want to visit the

resources on the FTP server from the company’s computer, you can refer to the following procedures.

FTP Server
LANIP: 192.168.0.154

o

Public WAN IP:- Public WAN IP

i 183.37.200.8 - 183372118
8 0|

Secure Remote Access PPTP Server enabled

Configuration
To set up a PPTP Server:

Log in to the Router’s User Interface, and click VPN > PPTP Server.

B e |
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PPTP Server *

PrTP server: [ 0
Address Pool: | 10.0.0.100 ~10.0.0. 200 e

MPPE Encryption: [ } e
MPPE Encryption Bits: 0 40 @ 128 ?

Status User nan'{e Password Action

@ Click PPTP Server button to enable the feature.

@ Type an IP range for PPTP clients which should not overlap with the IP address of the PPTP
server.

® Enable MPPE Encryption, and select an encryption bits, 40 or 128 according to your needs.
@ Specify a username and password for your PPTP server, and click Add.

© Click Save.

To establish a VPN connection:
To access the PPTP server, you need to establish a VPN connection on your computer in the
company.

Verify that your computer is connected to the Internet successfully.
© Click the icon on the bottom right corner of your desktop. Click Open Network and

Sharing Center.
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Control Panel Home . ” - .

View your basic network information and set up
Change adapter settings connections
Change advanced sharing &&[‘ S 3¢ Q See full map
settings e

WIN7X64EN Unidentified netw... Internet
(This computer)
View your active networks Connect or disconnect
Access type: No Internet
Unidentified network access
v~ Public network Connections: [ Local Area =
Connection
Change your networking settings
t. Set up a new connection or network
~ Set up a wireless, broadband, dial-up, ad hoc, or VPN connection;
or set up a router or access point.
§. Connect to a network
aa : Connect or reconnect to a wireless, wired, dial-up, or VPN network
el connection.
HomeGroup
Internet Options '4 Choose homegroup and sharing options
. g Access files and printers located on other network computers, or
Windows Firewall 5 5
change sharing settings.

@ Click Set up a new connection or network > Connect to a workplace > Use my Internet

connection (VPN).

Choose a connection option

Connect to the Internet
Set up a wireless, broadband, or dial-up connection to the Internet.

L4 Set up a new network
<am, Configure a new router or access point.

. Connect to a workplace
Set up a dial-up or VPN connection to your workplace,

Set up a dial-up connection
Connect to the Internet using a dial-up connection.

[ Next ][ Cancel ]




gy Specify Advanced Settings

How do you want to connect?

< Use my Internet connection (VPN)
Connect using a virtual private network (VPN) connection through the Internet.

N Q@ B

< Dial directly
Connect directly to a phone number without going through the Internet.

N P |

What is a3 VPN connection?

— e ——————— 4

® Type the public WAN IP of the PPTP server (such as: 183.37.211.8 here) in the Internet

address field, and click Next.

Type the Internet address to connect to

Your network administrator can give you this address.

Internet address: [Example:Contoso.com or157.54.0.1 or 3ffe1234:1111] |

Destination name: VPN Connection

Use a smart card

@ Allow other people to use this connection
This option allows anyone with access to this computer to use this connection.

[V] Don't connect now: Jjust set it up so I can connect later

{ Next J[ Can;el]

— I N —————— ]

@ Type the user name and password of the PPTP server, click Create, and then click Close.
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e — e
Type your user name and password
User name: |
Password: |
[7] Show characters |
Remember this password I
|
Domain (optional): i
"
L
l [ Create ] [ Cancel ]
L = - — — 4

You are connected

Ay

If you fail to establish a VPN connection, try following steps to solve the issue:
© Click the icon on the bottom right corner of your desktop, and then right-click VPN

Connection.

1:10 AM

5/13/2015
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Currently connected to:

Network 34
No Internet access

Dial-up and VPN

Broadband Connection

VPN Connection

Connect

Properties

Open Network and Sharing Center

@ Click Properties > Security, set the Type of VPN to Point to Point Tunneling Protocol

(PPTP), set Data encryption to Optional encryption (connect even if no encryption), and click

OK.

, Do o
onnection Propertis

General | Options | Security Networkhnghamg

Type of VPN:
[Point to Point Tunneling Protocol (PPTF) v

e

Data encryption:
[Optionaimctypﬁon(comedevenifnoencrymion) v]

~ Althentication
(©) Use Extensible Authentication Protocol (EAP)

~

| Properties

@ Allow these protocols

[7] Unencrypted password (PAP)
Challenge Handshake Authentication Protocol (CHAP)
Microsoft CHAP Version 2 (MS-CHAP v2)

[] Automatically use my Windows logon name and
password (and domain, if any)

J [ Cancel |

® Go back to VPN connection page, click Connect, type the user name and password of the PPTP

S 2
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server in the pop-up window again, and click Connect.

Currently connected to:

Network 34
No Internet access

Dial-up and VPN

Broadband Connection

VPN Connection

Connect

Properties User name:

Password:

Domain:

[] Save this user name and password for the following users:

Me only
f@ Anyone who uses this computer

Open Network and Sharing Center | Connect ][ Cancel ” Properties ][ Help ]

When the VPN Connection displays Connected, it indicates that you are connected to the PPTP

server successfully.

Currently connected to:

Unidentified network
No Internet access

VPN Connection
No network access

Dial-up and VPN ~

VPN Connection Connected ;g

Broadband Connection =P

Open Network and Sharing Center

To access the FTP server:

Launch a web browser, type the address of the FTP server (ftp://FTP server IP address: port

S 2
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number, such as ftp://192.168.0.154:21) in the address bar, and tap Enter on the keyboard.

) | £ ftp//192.168.0154:21

File Edit View Favorites Tools Help

'z Favorites ’ 93 @] Suggested Sites v @] Web Slice Gallery v

,K;H‘

it ) N &) ftp//192168.0.154/

File Edit View Favorites Tools Help

< Favorites | 55 £ Suggested Sites v & Web Slice Gallery v

@ FTP root at 192168.0.154 \_| o~ v [ dm v Pagev Safetyv Toolsv @~

»

FTP root at 192.168.0.154

To view this FTP site in Windows Explorer. click Page, and then click Open FIP Site in Windows Explorer.

05/12/2015 10:27aM 18,082 2.png
05/12/2015 10:21aM 19,€39 3.png

PPTP/L2TP Client

When acts as a PPTP/L2TP client, the Router helps you to establish a secure communication between
the attached devices and the PPTP/L2TP server provided by individual or Internet Service Provider.
Then all the devices connected to the router can access the exclusive resources network via the

PPTP/L2TP server.

Exclusive resources
Internet

network

PPTP/L2TP Server
PPTP/L2TP Client enabled
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To set up PPTP Client:
Log in to the Router’s User Interface, and click VPN > PPTP/L2TP Client.

PPTP/L2TP Client x

prTR/L2TP Client: [JJi]
Client Type: ® PPTP ™
mPPE Encryption: [ e
MPPE Encryption Bits: © 40 @ 128 }

Server IP/Domain Name:

User name: °

Password:

Status: Disconnected

@ Click PPTP/L2TP Client button to enable the feature.

® Select PPTP.

® Click to enable MPPE Encryption, and select an encryption bits, 40 or 128 according to your

needs.
@ Type the server IP/domain name, user name, and password of the PPTP server.

© Click Save.

To set up L2TP Client:
Log in to the Router’s User Interface, and click VPN > PPTP/L2TP Client.
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PPTP/L2TP Client

PPTR/L2TP Client: [
: O PPTP

Client Type

®L2TP e
Server IP/Domain Name:
User name: e

Passwaord:

Status: Disconnected

@ Click PPTP/L2TP Client button to enable the feature.

@ Select L2TP.
® Type the server IP/domain name, user name, and password of the L2TP server.

@ Click Save.
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g Specify Advanced Settings

This section will explain more features such as: Parental Control, Bandwidth Control, LED Control,

etc.

Click the following icons (shortcut) to go to the corresponding features.

Parental Control Bandwidth Control
Parental Control Bandwidth Control
DDNS Virtual Server
DDNS Virtual Server
IPTY Firewall
IPTV Firewall

Parental Control

Tenda App

Tenda APP

DMz

DMZ

Static Routing

Static Routing

LED Control

LED Control

Remote Management

Remote Management

UPnF

With Parental Control, you can only allow your teenager to visit some specified sites and restrict

access by time.

To control access to the Internet:

Log in to the Router’s User Interface, and click Advanced Settings > Parental Control.

© Click the selected device’s pencil icon

on the right.
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Parental Control

Device Name IP Address MAC Address Status

Elaine-D 192.168.0.104 ¢8:9c:dc:60:54:69 10

@ Click Edit to customize a device name for easy recognition.

Parental Control X

Device Name: Elaine-D e

Internet Accessible Time: | 19 oo v <~ 21 v oo -

Repeat. ® Every Day (O Specified Days
¥ Sun. < Mon. « Tue. + Wed.
# Thur. #| Fri. #| Sat.

website Limit: [JJij

Access Control: @ Blacklist — © White List

Forbidden Websites:| P

T
T
!
n
I3l
n
T
n

Please enter the key words of the websites, and separate them with
" " For example: "eHow,google" means that only ehow and google
are inaccessible.

Csove [ corcer |

© Click Complete to save it.
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Parental Control *
Device Name: | Elaine-D)| | e
Internet Accessible Time: | 19 v | 00 v|~| 21 ¥ 00 v
Repeat: @ Every Day O Specified Days
+ 3un. < Mon. « Tue. « Wed.
« Thur. + Fri. # Sat.

website Limit: [JJj

Access Control. @ Blacklist O White List
Forbidden Websites:| Please enter the key words of websites

Please enter the key words of the websites, and separate them with
"". For example: "eHow,google" means that only ehow and google
are inaccessible.

Csave Jcarcer |

® Select the time you allow your teenager to access the Internet, for example: 07:00pm~10:00pm.
© Select Specified Days.
® Select the days you apply the rule, for example: Monday to Friday.

@ Disable Website Limit (enabled by default) and click Save.

Parental Control *

Device Name: Elaine-D

Internet Accessible Time: | 19 v oo v~ 22 v oo v e
Repeat: © Every Day @ Specified Days e
[ Sun. I« Mon. ¢ Tue. I# Wed.
I« Thur. [« Fri. ] Sat.

Website Limit:

N 7, W _ _ o © _
© Click the icon to activate your settings. When it turns to this icon ", the rule will take effect.

Otherwise, it won’t take effect.
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Parental Control *®
Device Name IP Address MAC Address Status Action
Elaine-DD 192.168.0.104 ¢8:9c:dc:60:54:69 ,9 4 @

¥

Parental Control

Device Name IP Address MAC Address Status Action

Elaine-DD 192.168.0.104 ¢8:9c:dc:60:54:69 ,0

To use key words to allow/forbid access to specified websites
To block your teenager from visiting some inappropriate and dangerous sites, you can forbid them to

access these websites, or only allow them to visit some specified websites.
© Select Blacklist (forbid to access the following websites) or White List (only allow to access the
following websites) according to your needs.

@ Type the key words of the websites you want to allow/forbid to access.

© Click Save.
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Parental Control

Device Name: Elaine-D

Internet Accessible Time:

Repeat O Every Day @ Specified Days
[0 Sun. I Mon. ¥ Tue. ¥ Wed.

I# Thur. [« Fri. ] Sat.

website Limit: [JJJj

Access Control: @ Blacklist — © White List o
Forbidden Websites| Please enter the key words of websites e

Please enter the key words of the websites, and separate them with
"' For example: "eHow,google" means that only ehow and google
are inaccessible.

e D)y . . o © .
® Click the icon to activate your settings. When it turns to this icon ", the rule will take effect.

Otherwise, it won’t take effect.

Parental Control X
Device Name IP Address MAC Address Status Action
Elaine-DD 192.168.0.104 ¢8:9c:dc:60:54:69 19 L4 @

4

Parental Control

Device Name IP Address MAC Address Status Action

Elaine-DD 192.168.0.104  ¢8:9c:dc:60:54:69 19 4 '::_/}

To set up rules for an off-line device
If the device you want to control doesn’t connect to the router at the moment, you can also control it
by adding its MAC address.

Configuration

® Click Add.

— '
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Parental Control

Device Name IP Address MAC Address Status Action

Elaine-DD 192.168.0.104  ¢8:9c:dc:60:54:69 19 / '::_/}

@ Specify a device name for the device, for example, Kid's smart phone.

© Type the MAC address of the device.

@ Select the time you allow your teenager to access the Internet, for example: 07:00pm~10:00pm.
© Sselect Specified Days.

® Select the days you apply the rule, for example: Monday to Friday.

Parental Control »

Device Name: | Kid's smart phone

MAC Address: | 38:bc1aafdi:if KK KK KK KK XK XX

Internet Accessible Time: | 19~ oo v~ 22 v é@
Repeat: O Every Day @ Specified Days
) Sun. [« Mon. ¥ Tue. 4] Wede

[« Thur. [ Fri. ] Sat.

website Limit: [JJjj

Access Control: @ Blacklist hite List

Forbidden Websites: facebook

Please enter the key words of the websites, and separate them with
"' For example: "eHow,google” means that only ehow and google
are inaccessible.

@ Select Blacklist (forbid to access the following websites) or White List (only allow to access

the following websites) according to your needs.

© Type the key words of the websites you want to allow/forbid to access.

© Click Save.

N7, W . . o © .
@ Click the icon to activate your settings. When it turns to this icon ~, the rule will take effect.

'




Otherwise, it won’t take effect.
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Parental Control

Device Name

Elaine-DD

Kid's smart phone

Parental Control

Device Mame

Elaine-DD

Kid's smart phone

Bandwidth Control

IP Address MAC Address Status

192.168.0.104 ¢8:9c:dc:60:54:69

38:be:1a:afd1:f

IP Address MAC Address Status

192.168.0.104 c8:9¢:dc:60:54:69

38:bc:1a:af.d1:1f

configure it based on your own needs by referring to the example.

smoothly. Your notebook starves for more bandwidths.

Action

2Q

20w

Action

2@

Bandwidth Control improves network performance by specifying the download/upload speed for

connected clients. The example below shows how to configure Bandwidth Control feature. You can

Always several devices share 4M broadband service in your home. You recently have to watch lots

of news videos to prepare for a special program but only to find it’s hard to go through the videos
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In this case, you can choose to configure a download bandwidth rule in Bandwidth Control to allocate
sufficient bandwidth for your notebook. Upload bandwidth rule is not always used unless you have

to upload lots of files and videos.

Configuration

Log in to the Router’s User Interface, and click Advanced Settings > Bandwidth Control.

© Select a download speed for your notebook.

® Click Save.
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Bandwidth Control b4

Banawidth Control:  [JJjf

Device Name Device Info Current Speed Upload Limit Download Limit Status  Action

AC Address Unlimited | ~ Unlimited | ~ m
¢8:9c:dc:60:54:69 1 0.00Mbps ) . ]
Elaine-D 152 168.0.104 1 0.00Mbps Unlimited Unlimited | 19

| Unlimited
1Mbps

s -

4Mbps

Manual

Tenda App

Tenda App allows you to manage your Router anywhere and anytime via your smart phone, iPad, etc.
with the Tenda App. To manage the Router remotely using the Tenda App, you need to register a

Tenda App account, and attach the Router to the account.

Step 1: To download the Tenda App:
© Log in to the Router’s User Interface, and click Advanced Settings > Tenda App.

@ Scan the QR code on the page to download the Tenda App using your smart devices.

Tenda App ®

Tenda App:

When enabled, you can manage your
router remotely with Tenda App.

Scan to

download

Tenda App.
FF

Step 2: To register an account:

Use the Tenda App to register an account. Please download the User Guide of the Tenda WiFi App

(the name of the app) from http://www.tendacn.com/ for details.

— '
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Register

(Q 0% )

Step 3: To attach the Router to an account:

@ Connect to the Router’s WiFi using your smart device (smart phone, etc.).
@ Open Tenda WiFi App on your smart device.

© Log in to Tenda App account. @ Click Add button.

Tenda Cloud

Cloud Management

' '

Route list(1)

@ w Tenda_000118 LOCAL ‘
online

AC15

Forget Password
Login

Sign Up

Add

(5 Type the Router’s login password, and click OK.
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Login Password

Type the login password

Step 4: To enable the Tenda App feature

© Log in to the Router’s User Interface, and click Advanced Settings > Tenda App.

@ Click Tenda App button to enable the feature.

The router will obtain an ID and detect the attached account automatically.

© Click Save.
Tenda App >
Tenda App: [l
ID: _ Obtaining an ID...
Account. ) Connecting server... dif{_;‘ﬂ:;'d

Tenda App

Save

- Tips
The ID is the unique number of the Router for Tenda App management. The Tenda WiFi App uses

the ID to find and manage the Router remotely. It is not editable, and you don’t need to edit it.

LED Control

LED Control allows you to turn ON/OFF LED indicators for power saving, or other purpose when

— I
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the Router is still working.

LED Control

LED Control: ® LEDON  © LED OFF (O LED Schedule

» LED ON: All LED indicators will work normally.

» LED OFF: All LED indicators will be off.

» LED Schedule: All LED indicators will be off during the time you specified.
To specify the settings of LED Control:

Log in to the Router’s User Interface, and click Advanced Settings > LED Control.

LED Control

LED Control: & LED ON ) LED OFF ® LED Schedule

Turn off LEDduring: ' 00 +f 00 +~ 07 v 00 ~

© Check an option according to your needs.

® Click Save.

DDNS

DDNS (Dynamic Domain Name Server) allows a dynamic public IP address of one service to be
associated with a static host name, so that anyone anywhere on the Internet can visit the host and
share the service. Thus, uninterrupted access to services whose numeric IPs may change is maintained.
After DDNS is enabled, wusing URL “hostname.no-ip.com”, “hostname.3322.org”,
“hostname.dyndns.org”, “hostname.88ip.cn” or “hostname.oray.com” to access the host.

For your WAN IP (public IP) may change, DDNS can help you use a static host name to maintain the
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connection.

Follow steps below to apply for the domain name tenda.dyndns.org, username tenda and password
12345678.

Configuration

Log in to the Router’s User Interface, and click Advanced Settings > DDNS.

pons: [l e

Service Provider: dyndns.org v | Register

User name:

Password: e

Domain Name:

Disconnected

Connection Status:

© Click DDNS button to enable the feature.
@ Select a service provider, dyndns.org here.

© Type the username, password and domain name in the corresponding boxes: tenda, 12345678
and tenda.dyndns.org.
@ Click Save.

Verification
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Internet

" Public WAN IP:
183.38.7.216

IP:192.168.0.102

After the configuration above, your friend can access your ftp server via ftp://tenda.dyndns.org
instead of ftp://183.38.7.216:21 to download the giant file.

@@ (2 ftp://tenda.dyndns.org P>

Virtual Server

Virtual Server helps you to direct network traffic from the Internet to a specific port or a specific
range of ports to a device or number of devices on your local network. If you have a server in your
home network, you can allow certain types of incoming traffic to reach the server. For example, you
might want to make a local web server, or FTP server visible and available to the Internet.

Example

You have a FTP server (IP:192.168.0.150) in your home network. When work in the company, you

want to visit the resources on the FTP server.



ftp://tenda.dyndns.org/
ftp://183.38.7.216/
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Internet

Public WAN IP:
183.37.211.8

FTP Server
192.168.0.150

Company

Configuration

Log in to the Router’s User Interface, and click Advanced Settings > Virtual Server.
Virtual Server

Internal IP Internal Port External Port Protocol

21 hd

© Type the IP address of the computer that established the FTP server (192.168.0.105 here).

@ Select the FTP server default port (21), the extranet port will be auto-filled. If you select Manual,

you need to enter the extranet port manually, too.

© Sclecta protocol. If you don’t know which protocol the server use, you can select TCP/UDP.

— '
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@ Click Add.
© Click Save.
Verification

When you’re in the company, you can use your computer to access the FTP server by entering
“ftp://183.37.211.8:21 " in a browser.

New Tab

<> C | [ ftp:;//183.37.211.8:21

You can use the public WAN IP address to access the FTP server remotely, but most people don’t
know what their IP addresses are or when this number changes for the public WAN IP of the Router

is usually dynamic. To solve the problem, you can use the DDNS feature.

DMZ

The DMZ host allows a particular interface or computer to have a direct access to some special
messages via the Router without any firewall or network address translator (NAT) to mask the true
identity of the interface or computer. These special messages refer to an HTTP server or FTP server.

Your Router contains its DMZ settings shown as the screenshot below.

DMZ X
DMZ: ]
DMZ Host IP: ~ 192.168.0.| 100

Example

You want to create a DMZ host in your computer for messages transmitting via the HTTP server.
Configuration

Login to the Router’s User Interface, click Advanced Settings > DMZ, to configure detailed settings.

EE—— 2 ]
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@ Click DMZ button to enable the feature.

@ DMZ Host IP: Enter the IP address of your computer (for example: 192.168.0.100 here. It is the IP

address of the computer with DMZ host created) in the DMZ Host IP field.

© Click Save to activate your settings.

Anote

Once enabled, the DMZ host loses protection from the firewall and becomes vulnerable to Internet

attacks. If you do not need to use DMZ host, disable it as soon as possible.

Remote Management

This section can help you to manage your Router remotely.
Example

You want to manage your home network when you are in the company. Assume that the WAN IP
address of your company’s network is “202.165.100.105”, and it is a public IP address (Only when
the IP is a public IP, can this Router can be managed remotely). And your Router at home is working
properly, the WAN IP is “190.136.2.5”, and it’s a public IP address as well.

Now configure the Router to provide remote web management.

Configuration

Log in to the Router’s User Interface, and click Advanced Settings > Remote Management.

Remote Management »

Remote Management:[JJjj e
Remote IP Address: 202.165.100.105 e

Port:| 8080

e

© Click Remote Management button to enable the feature.

@ Type the remote IP Address in the box: 202.165.100.105 here.

EE— 2 ]
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If you don’t know the WAN IP of your company’s network, you can type 0.0.0.0 here.
© Specify a port, the default is 8080. Don’t change it if unnecessary.

@ Click Save.

Verification

When you’re in the company, you can use your computer to access your Router’s User Interface by
entering “http://190.136.2.5:8080 " in a browser.

(0 )| 2 hitp://190.136.2.5:8080 D~

Remote Web Management + DDNS

However, in the example above, the WAN IP of the Router in your home may not always be static.
You can give the WAN IP a static host name via DDNS to maintain the connection between your
Router and the computer in your company. Go to “DDNS” for details to configure a username,

password, and domain name.

Assume you signed up an account tenda01.3322.org from dyndns.org, the username is tenda01, and
the password is 1234567890.

After you bind a static hostname to the WAN IP, when you’re in the company, you can also access

the Router’s User Interface by entering “http://tenda01.3322.0rg:8080 " in a browser of your computer in the

company.

2 http://tenda01.3322.0rg:8080 D~

IPTV

The wireless Router supports IPTV feature.

Log in to the Router’s User Interface, and click Advanced Settings > IPTV.



http://tenda01.3322.org:8080/
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Multicast:

Set-top Box:

Multicast
Multicast: If the Multicast is enabled, you can get the multicast videos resources from the Internet.

If you want to watch some online videos, such as football games, you’d better enable Multicast.

Mutticast: [JJf

Set-top Box:

@ Click Multicast button to enable the feature.

@ Click Save to activate the settings.

Set-top Box
If you has a set-top box at home, and also order IPTV service from your Internet Service Provider.

Enable the Set-top Box feature, and connect your set-top box to port 4 of your Router.

IPTV X

Mutticast: [

set-top Box: [

Select a zone: No VLAN 1D v
No VLAN ID

Shanghai

© Click Set-top Box button to enable the feature.

@ Select a zone: Consult Internet Service Provider for specific information of this part.

— '
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© Click Save to activate the settings.

Then you can enjoy the videos on your smart TV.

- Tips

When the IPTV feature is enabled, the Wireless Repeating is not available.

Firewall

The Firewall feature helps you to secure your network. Don’t change the default settings unless Tenda

technical support suggests to do so, or you are guided by some professional person.

Firewall

ICMP Flood Attack Defense:

TCP Flood Attack Defense:

UDP Flood Attack Defense:

Ignore PING from WAN port:

Static Routing

Static routing feature provides more routing information to your router. A static route is a pre-
determined path that network information must travel to reach a specific host or network. Typically,
you do not need to add static routes. You have to configure static routes only for unusual cases such
as multiple routers or multiple IP subnets on your network. There are several default routes in the list

which cannot be deleted or edited.




Static Routing

Target Network

0.0.0.0
192.168.0.0
192.168.10.0

224.0.0.0

To set up a static route:

Subnet Mask

0.0.0.0

255.255.255.0

255.255.255.0

240.0.0.0

Gateway Interface

192.168.10.1
0.0.0.0
0.0.0.0

0.0.0.0

ny Specify Advanced Settings

Action

System
System
System

System

© Log in to the Router’s User Interface, and click Advanced Settings > Static Routing.

@ Type the IP address of the target network.

© Type the subnet mask for this target network.

@ Type the gateway IP address, which has to be the same LAN segment as the router.

© Click Add.

® Click Save.

The parameters in the screenshot below are for examples.
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Static Routing ¥

Target Network Subnet Mask Gateway Interface Action

192.168.100.0 255,255 255.0 192.168.0.1 vlan2

0.0.0.0 0.0.0.0 192.168.10.1 vlan2 System
192.168.0.0 255.255.255.0 0.0.0.0 br0 System
192.168.10.0 255255 255.0 0.0.0.0 vlan2 System
224000 240.0.0.0 0.0.0.0 br0 System

Save

If you don’t want to use the static route you set up before any more, just click Delete button, and click

Save to delete it.

UPnP

When UPNP is enabled on your Router, a network device possessing a specific purpose, such as a
printer, can be identified and used automatically by another computer or device in your network.
Log in to the Router’s User Interface, and click Advanced Settings > UPnP.

It is advisable to keep the default settings.

upnP: [l

Remote Host  External Port  Internal Host  Intemal Port  Protocol

9 System Settings

This section describes how to administer and maintain your Router and home network.

Click the following icons to go to the corresponding features.

—
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LAN IP Settings DHCP Reservation WAN Settings Time Settings
LAN IP Settings DHCP Reservation WAN Settings Time Settings
Login Password -
a Reboot Firmware Upgrade Backup/Restore
Login Password Reboot Firmware Upgrade Backup/Restore
Reset
System Status System Log Auto Maintenance
System Status System Log Auto Maintenance Reset

LAN IP Settings

Here you can change the LAN IP address, enable/disable DHCP server, or specify the LAN IP address

pool and the lease time.

Log in to the Router’s User Interface, and click System Settings > LAN IP Settings.
LAN IP Setting

LAN IP Address: | 192.168.0.1

pHeP server: [

IP Address Range: 192.168.0. 100 ~ 200
Lease Time: | 1 day

DNS Settings:
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LAN IP Address

Here you can customize a LAN IP for your local area network.

When you use the wireless repeating feature, you might need to change the LAN IP address in case
there is an IP conflict between the LAN IP of the Router and base station.

DHCP Server

DHCP server can automatically assign the broadband service information (IP Address, Subnet Mask,
Gateway and DNS Server Address) to the computer or smartphone, or other devices in your network
wirelessly or via Ethernet cables. Do not disable this function until you want to configure the IP

address manually for each device in your network by yourself.

- Tips
The DHCP Server will be disabled automatically when you use the Universal Repeater (Client + AP)

feature.

IP Address Range

When the DHCP server is enabled, the Router will assign IP addresses to the attached devices. IP
address range is the range of their IP addresses.

Lease Time

Select the lease time of the IP assigned automatically, say 1 Day. When the lease time is used up, the
IP will renew automatically. So you don’t need to reset it manually.

DNS Settings

Here you can set up preferred DNS server and alternate DNS Server for the router’s clients’ device.
Typically, if you don’t enable DNS Settings, the DHCP Server of the router will assign the default
preferred DNS server (the LAN IP of the router) to the router’s clients’ device. The feature is disabled
by default. You can also specify a preferred DNS server and an alternate DNS Server manually if you

like.
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LAN IP Setting b4

LAN IP Address: | 192.168.0.1
pHeP server: [
IP Address Range: 192.168.0. | 100 |~ | 200
Lease Time: | 1 day v

DNs settings: [

Preferred DNS Server: [ |

Alternate DNS Server:

Save

DHCP Reservation

When you specify a reserved IP address for a computer on the LAN, that computer always receives
the same IP address each time it accesses the router’s DHCP server. Assign reserved IP addresses to
computers or servers that require permanent IP settings. For example, when you use DMZ or Virtual
Server feature, you’d better specify a reserved IP address for your computer.

To reserve an IP address:

© Log in to the Router’s User Interface, and click System Settings > DHCP Reservation.
@ Customize a device name, like computer here.
© Type the MAC address of the computer, like c8:9c:dc:40:26:83 here.

@ Specify a reserved IP address for the computer, like 192.168.0.150 here.

DHCP Reservation

Device Name MAC Address IP Address Status Action

computer cB:9c:dc:40:26:8:2 192.168.0.150 m

ElaineD [ ¢8:9c:dc 60:54:69 152.168.0.104 = 19 ‘9’

© Click Add.

'R



gy Specify Advanced Settings

DHCP Reservation

Device Name MAC Address IP Address Status Action

Cptional - m

Elaine-D [ c8:9c:dc:60:54:69 192.168.0.104 10 b’?

computer [ ¢8:9c:dc:40:26:83 192.168.0.150 b’\) @

After the configuration saved, it will take effect as soon as the computer connects to the router next

time.

WAN Settings

Log in to the Router’s User Interface, and click System Settings > WAN Settings.

WAN Settings

MTU: | 1500

WAN Speed: | 1000M auto-negotiation v

MAC Address: | Default

Default MAC Address:C8:3A:35:03:48:79

MTU
Do not change the default value unless necessary. If you are unable to open some website, to receive

or send emails, etc., try to minimize the MTU value until your network returns to normal.

1500 Typical for connections that do not use PPPoE or VPN

1492 Used in PPPoE environments.

1472 Maximum size to use for pinging. (Larger packets are fragmented.)
1468 Used in some DHCP environments.

1436 Used in PPTP environments or with VPN.
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- Tips

An incorrect MTU setting can cause Internet communication problems. You might not be able to

access certain websites, secure login pages, or FTP or POP servers.

WAN Speed

By default, the WAN rate is 1000M auto-negotiation. Generally, it is not advisable to change the

default value. When the cable length between your Router and the remote device (modem, Router,

etc.) is relatively long, you can set WAN rate to 10M FDX or 10M HDX to enhance transmission rate.

WAN Settings

MTU: | 1500

X

WAN Speed:| 1000M auto-negotiation

100 FDX
100 HDX
100M FDX
1000 HDX

MAC Address:

L

1000M auto-negotiation

18:79

MAC Address

Some ISPs will bind your broadband account info and a specified MAC address of your computer

together. If you can only access the Internet with a specified computer without a Router, you can try

cloning MAC address for normal Internet access.
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WAN Settings b 4

MTU: 1500

WAN Speed: | 1000M auto-negotiation v

MAC Address: | Default ¥

Clone MAC Address
Manual

* Default: Default is the MAC address of the router’s WAN port.

* Clone MAC Address: Clone MAC Address indicates that the router will clone the MAC address
of local computer (the current computer used to configure the router).
If you want to clone other MAC address, select Manual and type the Mac address in the following

box.

WAN Settings »

MTU: | 1500
WAN Speed: | 1000M auto-negotiation v

MAC Address: | Manual v

Time Settings

Log in to the Router’s User Interface, and click System Settings > Time & Date.
This part is used to set the Router’s system time. Select your time zone, and you will get the GMT
time from the Internet and the system will automatically connect to NTP server to synchronize the

time.

A
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Time Settings

Select Time Zone: | (GMT+08:00) Beijing, Chongging, Hong ¥

- Tips
To make some time-based features (e.g. WiFi Schedule, Parental Control, Sleeping Mode, LED

Control) effective, the time should be set correctly.

Login Password
To secure your network, you’d better set a login password up.

Login Password

Old Password:
New Password:

Confirm Password:

To change the login password:

© Type the old password.
@ Customize a new login password.

® Type the new password again, and click Save.
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- Tips
1. There is no login password by default. The old login password is that you set up in Quick Setup

Wizard.

Wireless Settings

alh4 Transmit Power:Low v

= WiFi Name

WiFi password(8~32 characters) [CINo Password

[CJ Set up the login password to the same as the WiFi password

Login password(5~32 characters [CJNo Password

2. After successful configuration, you need to log in to the User Interface again with the new login

password.

Reboot

Rebooting the Router will activate any modified settings on the Router. When the parameters you set
cannot take effect or the Router cannot be used normally, please try rebooting your Router to solve
these problems. Note that when the Router is rebooting, do not power off any relevant devices (Router,
computer, etc.).

Log in to the Router’s User Interface, and click System Settings > Reboot.

Reboot the Router

The Router will disconnect from the Internet for
about 45 seconds during reboot.
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Firmware Upgrade

Tenda official website offers the latest software version for your Router. Follow steps below to
upgrade the device if you want.
Local Upgrade

Log in to the Router’s User Interface, and click System Settings > Firmware Upgrade.

Firmware Upgrade

Current Version: V15.03.2.7_multi

Upgrade Type: @ Local Upgrade O Online Upgrade

Select a Upgrade File: Choose File | No file chosen

Configuration

© Download the firmware file from Tenda official website http://www.tendacn.com, save and unzip

it to your local computer.
@ Click Choose file to locate and select the upgrade file (.bin file) you saved.

® Click Update Now to start the upgrade process.

Online Upgrade
The Router will detect the latest software automatically. When a newer software version is detected,

you can upgrade.
Firmware Upgrade

Current Version: V15.03.2.7_multi

Upgrade Type: © Local Upgrade @ Online Upgrade

Detecting new version...please wait. ..



http://www.tendacn.com/
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ANote

To avoid upgrade failure, you’d better connect the router to your computer via an Ethernet cable

instead of wireless connection, and do not remove the power supply of the router and your computer.

Backup/Restore

If you find the current settings can maintain a good performance for your Router, you can back up

the configurations on time in case of need.

Backup/Restore

Backup a File: Backup

Select a Configuration File:| Choose File | No file chosen

Restore

To backup a file:

Log in to the Router’s User Interface, and click System Settings > Back/Restore.
Click Backup, and locate the file (with suffix .cfg) to your host after finishing configuration of the

Router.

To restore the configuration of the Router:

If you reset the Router carelessly, and don’t want to reconfigure it, you can restore it using the

configuration file you saved before.

© Click Choose file, and select the file you saved.

® Click Restore.

System Status

This part allows you to view this Router’s current network status: basic info, WAN status, LAN Status,
and WiFi Status.




System Status

Basic Info

WAN Status

System Log

System Time:
Running Time:
Firmware Version:

Hardware Version:

Connection Type:
Connection Status:
Connected Time:
IP Address:

Subnet Mask:

2016-01-29 14:49:09
1h 7min 50s
W15.03.2.7_multi

V1.0

DHCP
Connected

1h 7min 28s
192.168.10.184

255.255.255.0
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If you want to have a good knowledge of system operation, or when you have difficulties in surfing

the Internet, you need to send your system logs to Tenda technical supporters, you can go to this field

to check your Router’s syslog.

Log in to the Router’s User Interface, and click System Settings > System Log.

Auto Maintenance

Log in to the Router’s User Interface, and click System Settings > Auto Maintenance.

Auto Maintenance

Auto Reboot: [

When this feature is enabled, the router will autornatically reboot and

maintain itself during 03:00~05:00 each day, ence traffic drops below

3 KB/s.

Auto Maintenance helps you to maintain your Router to improve the performance of your Router and

extend the Router’s lifecycle.

|
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Reset

Here you can restore this Router to factory default. Two methods are available here.

Method One: Log in to the Router’s User Interface, click System Settings > Reset, and click Reset.

Reset to Factory Default

Resetting to factory default will clear all settings
of the router

Reset

Method Two: Press and hold the RST button on the top panel of the Router for about 8 seconds and

then release it to reset the Router to factory default settings.

Power DC-IN WPS WiFi Reset Internet 41PTV USB2.0

A Note

1. During the restoration, do not disconnect the power of the Router and other relevant devices.

2. Strongly recommend you not to restore the Router, unless the following situations appears:

* You have to access the Router but you cannot remember the login name and password.

* Your Router does not work well, and you want to reconfigure it by following the Setup Wizard.

* You cannot access the Internet, and Tenda technical support recommends you to restore to factory

default.
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IV Appendix

This Chapter provides you with more information about how to configure your computer, common
questions and answers, etc.

This section contains the following items:

< Configure Your computer

FAQs

Technical Support

s S

Safety and Emission Statement

1 Configure Your Computer

Windows 8

@ Right click the iconon the bottom right corner of your desktop. Click Open Network and
Sharing Center.

Troubleshoot problems

o |me G20 ) £21PM | Open Metwork and Sharing Center
WA 12472016

- Tips
If you cannot find the icon, please move your cursor to the top right corner of your desktop, select
Settings > Control Panel > Network and Internet > Network and Sharing.

@ Click Ethernet > Properties.




— A

T _'tﬁ_« MNetwork and Internet » Metwork and Sharing Center vig

Coentrol Panel Home

my Appendix

o Metwork and Sharing Center - 0

Search Control Panel »

nnections

e Bo Internet access
bns:| [ Ethernet

Mo Internet access
Mo Internet access
Enabled

00:14:16

1.0 Gbps up a router or access point.

ooting information.

J
Sent — %‘ ——  Received

&

| 18,772

l @D@ab{e H Diagnose |

Change adapter settings General

Change advanced sharing

settings Connection
IPv4 Connectivity:
IPv& Connectivity:
Media State:
Duration:
Speed:

Activity

Bytes:

Seealso

HemeGroup

Internet Options

Windows Firewall

@ Find and double click Internet Protocol Version 4(TCP/IPv4). Select Obtain an IP address

automatically and Obtain DNS server address automatically and click OK.

L

Metworking

Connect using:
E Intel(R) 82574L Gigabit Network Connection

This connection uses the following items:

g File and Printer Sharing for Microsoft Metworks ”~
[ s Microsoft Network Adapter Multiplexor Protocol

-i Microsoft LLDP Protocol Driver

<& Link-Layer Topology Discovery Mapper 140 Driver

<& Link-Layer Topology Discovery Responder

i Intemet Protocol Version 6 (TCP/IPvE)

B Intemet Protocol Version 4 (TCP/1Pvd) W
£ >

Description

Transmission Control Protocol/Intemet Protocol. The default
wide area network protocal that provides communication
acrogs diverse interconnected networks.

. 0K || Cancel

General | Alternate Configuration |

You can get IP settings assigned automatically if your network supports
this capability. Otherwise, you need to ask your network administrator
for the appropriate IP settings.

(@) Obtain an IP address automatically
(") Use the following IP address:

IP address: |

Subnet mask: |

Default gateway: |

(@) Obtain DNS server address automatically
(") Use the following DNS server addresses:

Preferred DMS server: |

Alternate DN server: |

Validate settings upon exit

@ Click OK on the Ethernet Properties window (see @) for the screenshot).

Windows 7

@ Click the iconon the bottom right corner of your desktop. Click Open Network and Sharing
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Center.
Currently connected to:
Unidentified network
Mo Internet access
Open Metwork and Sharing Center
v W e 230 PM
WA PR 0
- Tips

If you cannot find the iconon the bottom right corner of your desktop, follow steps below: Click
Start > Control Panel > Network and Internet > Network and Sharing Center.

@ Click Local Area Connection > Properties.

= | O x
2"
‘(’ st <« Metwork and Internet » Metwork and Sharing Center - Search Control Panel ye

==
[l Local Area Connection Status [t e @ Il

General

Control Panel Home

et up connections

'%u See full map

Change adapter seth

Change advanced shl Connection
- . Internet

settings IPw4 Connectivity: Mo Internet access

IPwe Connectivity: Mo Internet access .
) Connect or disconnect

Media State: Enabled
Dation: UES LI (Bs type: Mo Internet access
Speed: 1.0 Gbps \fections: @ lLocal Area Connection

m

Activity
- or VPM connection; or set up a
Sent —— %! —— Received
4
Bytes: 758,618 | 8,236,580

up, or VPN network connection.

Un_" [ Disable ” Diagnose ]

See also

HomeGroup

Internet Options

ork computers, or change sharing

4| Il

@ Find and double click Internet Protocol Version 4(TCP/IPv4). Select Obtain an IP address

automatically and Obtain DNS server address automatically and click OK.
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U Local Area Connection Properties - g

.

Networking

Connect using:
LF Intel(R) PRC/1000 MT Network Connection

This connection uses the following items:

18 Cliert for Microsoft Networks

Bl 105 Packet Scheduler

Q File and Printer Sharing for Microsoft Networks

i Intemet Protocol Version & (TCP/IPvE)

g Intemet Protocol Version 4 (TCP/IPv4) |

i Link-Layer Topology Discovery Mapper /0 Driver
& Link-Layer Topology Discovery Responder

Install__. Uninstal

Description

Transmission Control Protocol/Intemet Protocol. The default
wide area network protocal that provides communication
across diverse interconnected networks.

| ok || cance |

- ——

>

Internet Protocol Version 4 (TCP/IPv4) Properties

=

General | Alternate Configuration |

You can get IP settings assigned automatically if your network supports
this capability. Otherwise, you need to ask your network administrator
for the appropriate IP settings.

(@) Obtain an IP address automatically
() Use the following IP address:

(@ Obtain DNS server address automatically
() Use the following DNS server addresses:

Validate settings upon exit

[_oc ][ Conce

)

@ Click OK on the Local Area Connection Properties window (see @) for the screenshot).

Windows XP

@ Right click My Network Places on your desktop and select Properties. Right click Local Area

Connection and select Properties.

Open
Explore
Search for Computers..,

Map Nebwork Drive...

Create Shortcut

Delete
Renzme

Properties

Disconnect Netwaork Drive, ..

o
Disable
Status
Repair

Bridge Connections

Create Shorkcut
Delete
Rename

|Froperties |

@ scroll down to find and double click Internet Protocol (TCP/IP). Select Obtain an IP address

automatically and Obtain DNS server address automatically and click OK.
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-+ Local Area Connection Properties Internet Protocol (ICP/IP) Properties

Generdl | Advanced| General | Alternate Corfiguration
Cornect using: You can g2t P setlings assigned automatically if pour network, suppoets
this capabdity. Othervise, pou need to ask your netwark adminstrator for
‘ B9 Marvell Yukon 888057 POIE Gigabi ‘ the appiopriate IP seliings
This conneclion uses the folowing kems: @) Ottan &n IP addiess sutomatically
¥ 8 Client for Mictosolt Networks O Use the folowing IP address:
¥ B File and Prirter Shaiing for Miciosolt Networks P addess I I
¥ B 00S Packet Scheduler : g
nternet Protacol (TCPAP) =ubrnzt magk Ii i ’

_-== !:- Urinztal PI’ODOItm i l ’

Description (%) Obtan DNS server addiess sutomalicaly

Tranzmszion Cortrol Protocol/intemet Protecol The defauk () Use the folowing DNS server addesses
wide aea network protocol that provides communication :
acrozs dverss nterconnected networks. redmired ON o ] ]

Alemats DNS satve ]—‘

ok ][ccmce']> [ ok J [ cocel |

Show icon n notification area when cornecled
Notify me when this conneclion has imited o no conneciivity

@ Click OK on the Local Area Connection Properties window (see @) for the screenshot).
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2 FAQs

Read the following Frequently Asked Questions if you are running into problems.

Q1: Where should I place my wireless router for optimum performance?

Al: To achieve optimum performance, please pay attention to the following key points:

* Place it around the central area which your laptops, smart phones and other devices usually surround,
and preferably within line of sight to your wireless devices.

* Put it on an elevated spot such as a high shelf, keeping the number of walls and ceilings to a
minimum between the Router and other clients such as computers and smart phones.

» Keep it away from electrical devices that are potential sources of interference, such as ceiling fans,
home security systems, or microwaves.

* Keep it away from any large metal surfaces, such as a solid metal door or aluminum studs.

» Keep it away from other materials such as glass, insulated walls, fish tanks, mirrors, brick, and

concrete that may also affect your wireless signal.

Q2: I cannot log in to the wireless router’s User Interface. What should I do?

A2: a. Verify that your computer is connected to one of the router’s LAN ports (1/2/3/4); or your
wireless device is connected to the router’s WiFi.

b. Verify that “tendawifi.com” or “192.168.0.1” is correctly entered in the address bar of a web
browser.

c. If your computer is set to a static IP address, change the settings to obtain an IP address
automatically.

d. Clear cache of your browser, or open another web browser.

e. Press and hold the RST button for about 8 seconds, and then release it to restore the router to

factory settings; then try to login again.

Q3: | forget my WiFi password, what should I do?

A3:

a. Log in to the wireless router’s User Interface, and you can check it in Wireless Settings > WiFi
Name & Password.

b. Restore the wireless router to factory default settings, and reset the WiFi password.

Restore Method: Press and hold the RST button for about 8 seconds and then release it.

The default WiFi password is on the label which can be found on the router’s front or rear panel.
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Q4: 1 cannot access the Internet after completing the configuration according to the instructions. What
should I do?

A4.

a. Please check the connection and verify if it is well-connected.

b. Verify that you select the correct connection type, and the parameters you type for Internet access
are right.

c. Check whether you can access the Internet by connecting to the modem directly (without the router).

If not, please double check the configuration of your modem or consult your ISP.
3 Technical Support

If you still have some problems, please contact our technical support.

Global Hotline (86) 755-27657180

United States 1-800-570-5892

Australia 1300787922

New Zealand 800787922

HongKong 00852-81931998

Canada Hotline 1-888-998-8966
==

Skype Tendasz

Website http:// www.tendacn.com

E-mail support@tenda.com.cn




4 Safety and Emission Statement

CE Mark Warning

C€O

Hereby, Shenzhen Tenda Technology Co., Ltd declares that AC1200 Smart Dual-Band Gigabit WiFi
Router is in compliance with the essential requirements and other relevant provisions of Directive
1995/5/EC. Declaration of Conformity will be at www.tendacn.com/. This equipment may be
operated in: AT, BE, BG, CY, CZ, DK, EE, FI, FR, DE, GR, HU, IS, IE, IT, LV,LI, LT, LU, MT, NL,
NO, PL, PT, RO, SK, SI, ES, SE, CH, TR, GB.

Operations in the 5.15-5.25GHz band are restricted to indoor usage only.

This is a Class B product. In a domestic environment, this product may cause radio interference, in
which case the user may be required to take adequate measures.

NOTE: (1) The manufacturer is not responsible for any radio or TV interference caused by
unauthorized modifications to this equipment. (2) To avoid unnecessary radiation interference, it is
recommended to use a shielded RJ45 cable

FCC Statement

FE

This device is restricted to be used in the indoor.

This device complies with Part 15 of the FCC Rules. Operation is subject to the following two
conditions: (1) This device may not cause harmful interference, and (2) this device must accept any
interference received, including interference that may cause undesired operation.

This equipment has been tested and found to comply with the limits for a Class B digital device,
pursuant to Part 15 of the FCC Rules. These limits are designed to provide reasonable protection
against harmful interference in a residential installation. This equipment generates, uses and can
radiate radio frequency energy and, if not installed and used in accordance with the instructions, may
cause harmful interference to radio communications. However, there is no guarantee that interference
will not occur in a particular installation. If this equipment does cause harmful interference to radio
or television reception, which can be determined by turning the equipment off and on, the user is
encouraged to try to correct the interference by one of the following measures:
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— Reorient or relocate the receiving antenna.

— Increase the separation between the equipment and receiver.

— Connect the equipment into an outlet on a circuit different from that to which the receiver is
connected.

— Consult the dealer or an experienced radio/TV technician for help.

FCC Caution: Any changes or modifications not expressly approved by the party responsible for
compliance could void the user's authority to operate this equipment.

This transmitter must not be co-located or operating in conjunction with any other antenna or
transmitter.

Radiation Exposure Statement

This device complies with FCC radiation exposure limits set forth for an uncontrolled environment
and it also complies with Part 15 of the FCC RF Rules.

This equipment complies with FCC radiation exposure limits set forth for an uncontrolled
environment. This equipment should be installed and operated with minimum distance 20cm between
the radiator & your body.

NOTE: (1) The manufacturer is not responsible for any radio or TV interference caused by
unauthorized modifications to this equipment. (2) To avoid unnecessary radiation interference, it is

recommended to use a shielded RJ45 cable.
IC RSS warning

Industry Canada (RSS-Gen Issue 4)

The device for operation in the band 5150-5250 MHz is only for indoor use to reduce the potential
for harmful interference to co-channel mobile satellite systems

les dispositifs fonctionnant dans la bande 5150-5250 MHz sont réservés uniquement pour une
utilisation a I’intérieur afin de réduire les risques de brouillage préjudiciable aux systénes de satellites
mobiles utilisant les mé&nes canaux

This device complies with Industry Canada’s licence-exempt RSSs. Operation is subject to the
following two conditions:

(1) This device may not cause interference; and

(2) This device must accept any interference, including interference that may cause undesired

operation of the device.

Le présent appareil est conforme aux CNR d’Industrie Canada applicables aux appareils radio
exempts de licence. L’exploitation est autorisée aux deux conditions suivantes :

(1) I’appareil ne doit pas produire de brouillage;

e
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(2) I'utilisateur de I’appareil doit accepter tout brouillage radioélectrique subi, méme si le brouillage
est susceptible d’en compromettre le fonctionnement.

IC Radiation Exposure Statement:

This transmitter must not be co-located or operating in conjunction with any other antenna or
transmitter. This equipment should be installed and operated with a minimum distance of 20
centimeters between the radiator and your body.

Cet é@metteur ne doit pas &re Co-placéou ne fonctionnant en méme temps qu'aucune autre antenne
ou émetteur. Cet &uipement devrait &re install€et actionnéavec une distance minimum de 20
centiméres entre le radiateur et votre corps.

The device meets the exemption from the routine evaluation limits in section 2.5 of RSS 102 and
compliance with RSS-102 RF exposure, users can obtain Canadian information on RF exposure and
compliance.

Le dispositif rencontre 1’exemption des limites courantes d’évaluation dans la section 2.5 de RSS 102
et la conformité a 1’exposition de RSS-102 rf, utilisateurs peut obtenir I’information canadienne sur

I’exposition et la conformité de rf.

il
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